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FOR IMMEDIATE RELEASE 

JACKSONVILLE, Fla. – July 7, 2016 – BluePrint Data, the leader in high quality, OEM, 
integratable Internet Filtering and Parental Control security solutions, and Comodo, a Global 

Leader in Cyber Security Solutions announced the integration of BluePrint Data’s Universal 
Resource Locator (URL) / Hypertext Transfer Protocol (HTTP and HTTPs) Internet Filtering for 
business into the NEW Comodo Dome cloud-delivered security solution. The combined 

products create a revolutionary portable containment technology allowing users to receive, 
access and execute files, with zero chance of infection. 

Comodo is committed to creating trust online. With over 85 million desktop security software 

installations, more than 700,000 business customers and 8,000 global partners and affiliates, 
Comodo is a company that is built upon the very foundation of trust. Comodo believes that 
online security should be accessible to everyone and supports millions of users protecting their 

computers and online identities. By integrating the BluePrint Data OEM Internet Filtering within 
Comodo’s new Dome product family of cloud-delivered security solutions, Comodo is able to 

provide high quality solutions to their customers and extend their internet security to include the 
ability to restrict access to certain type of web content such as pornography, gambling, drug 
promotion, etc. 

“BluePrint Data is delighted to extend our Internet Filtering content services to Comodo and is 

excited for its innovative cloud-delivered security solution.” said Bob Dahlstrom, CEO of 
BluePrint Data. “This integration is a “win-win” for both companies and extends both of our 

products and services to more fully protect end users.” 

“Comodo has been protecting users and creating trust online since 1998 and the addition of 
BluePrint Data’s services continues our rich history of providing protection and additional 

security to end users and their networks” said Bulut Akisik, Project Manager for Comodo Dome. 
“This partnership delivers high-quality cloud-delivered internet filtering security to users, 
ensuring accurate content filtering customized for the task at hand.” 

http://www.blueprintdata.com/
https://comodo.com/
https://comodo.com/


About BluePrint Data 

BluePrint Data OEMs its URL / Web site content filters, technology, and security products and 
services to Internet Security vendors such as Unified Threat Management (UTM), Managed 

Service Providers (MSP), Managed Security Service Providers (MSSP) and Software as a 
Service (SaaS) providers as well as providing private label / OEM services to Value Added 

Resellers (VARs), Information Technology Providers, Anti Virus and Anti Spam service 
providers, Independent Software Vendors (ISVs), and telecom, carriers, and ISPs and other 
companies.  BluePrint Data has the world’s largest 100% human reviewed URL Filter Database 

that is combined with tools and services to provide easy integration of the BluePrint Data OEM 
URL Filter database. For more information, visit www.blueprintdata.com or follow the company 

on Twitter @blueprintdata 

About Comodo 

The Comodo organization is a global innovator and developer of cybersecurity solutions, 
founded on the belief that every single digital transaction deserves and requires a unique layer of 

trust and security.  Building on its deep history in SSL certificates, antivirus and endpoint 
security leadership and true containment technology, individuals and enterprises rely on 
Comodo's proven solutions to authenticate, validate and secure their most critical 

information.  With data protection covering endpoint, network and mobile security, plus identity 
and access management, Comodo's proprietary technologies help solve the malware and 

cyberattack challenges of today. Securing online transactions for thousands of businesses, and 
with more than 85 million desktop security software installations, Comodo is Creating Trust 
Online®.  With United States headquarters in Clifton, New Jersey, the Comodo organization has 

offices in China, India, the Philippines, Romania, Turkey, Ukraine and the United Kingdom.  For 
more information, visit www.comodo.com or follow the company on Twitter @ComodoNews 

Comodo and the Comodo brand are trademarks of the Comodo Group Inc. or its affiliates in the U.S. and 

other countries.  Other names may be trademarks of their respective owners.  The current list of Comodo 

trademarks and patents is available at comodo.com/repository   
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